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1	Decision/action requested
This document proposes to add evaluation to solution #8.
2	References
[1] 3GPP TR 33.737: "Study on Authentication and Key Management for Applications (AKMA) phase 2". 
3	Rationale
The Solution#8 in 33.737[1] has already proposed a method to solve key issue#1. This proposal aims to analyse the effect of the solution.
4	Detailed proposal
*** 1st CHANGE ***
[bookmark: _Toc125393865]6.8.3	Evaluation 
[bookmark: _Hlk114835479]This solution is a general one for an internal HPLMN AF, addressing both case1 and case 2 of key issue#1.
The internal AF needs to perform the AAnF selection, discovers an AAnF utilizing the NRF. 
The NRF needs to send corresponding parameters according to HPLMN or VPLMN the AF resides in.
The solution proposes to obtain KAF from the AAnF and use AAnF to push the encryption key to the AF.
*** END OF CHANGE ***
	
	
	



